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1
SECURITY PARAMETER ZEROIZATION

CROSS-REFERENCE TO RELATED
APPLICATIONS

This application claims priority to U.S. provisional patent
application No. 61/509,078, filed on Jul. 18, 2011, which is
hereby incorporated by reference herein in its entirety.

BACKGROUND

A computing device, such as a device including a pro-
cessor, may interact with secret or otherwise sensitive infor-
mation during operation. As such, some computing devices
may operate to protect the sensitive information. For
example, a computing device may encrypt sensitive infor-
mation using a security parameter, such as an encryption
key, stored on the device.

BRIEF DESCRIPTION OF THE DRAWINGS

The following detailed description references the draw-
ings, wherein:

FIG. 1 is a block diagram of an example computing
device to zeroize a security parameter;

FIG. 2 is a block diagram of an example computing
device to zeroize a security parameter based on a plurality of
remote security monitors;

FIG. 3 is a block diagram of an example computing
system to zeroize a security parameter based on communi-
cations with a remote security monitor;

FIG. 4 is a flowchart of an example method for commu-
nicating a security signal with a remote security monitor;
and

FIG. 5 is a flowchart of an example method for commu-
nicating a security signal based on the detection of a security
incident.

DETAILED DESCRIPTION

As noted above, a computing device may operate to
protect sensitive information using a security parameter
stored on the computing device. For example, a computing
device may encrypt information using security parameters
such as secret encryption keys. If the security parameters of
the computing device were to be discovered, the security
parameters may subsequently be used to discover sensitive
information used by the computing device or another device
utilizing the same security parameters.

Accordingly, a computing device utilizing security
parameters may operate to protect the security parameters
stored on the device. For example, the computing device
may zeroize (e.g., erase, overwrite, etc.) security parameters
stored on the device in response to the detection of a security
incident. By removing the security parameters from the
computing device in response to such a detection, the device
may eliminate the parameters before they become vulner-
able to discovery as a result of the security incident. In this
manner, the secrecy of the parameters may be maintained
despite the security incident. For example, in response to an
attempted or actual attack on the device, the device may
zeroize the security parameters before any security param-
eter is retrieved from the device, thereby maintaining the
secrecy of the parameters despite the attack.

In some computing devices, the security parameters may
be stored on a processor within the computing device, and
the detection of a security incident may be made by the
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processor itself. In such devices, the processor may zeroize
security parameters stored on the processor in response to its
own security incident detection functionalities. Such a com-
puting device may also include security monitors external to
the processor. For example, a computing device may include
a case or other enclosure in which the processor is disposed,
along with other components of the device, and may monitor
physical conditions of the enclosure with a security monitor
external to the processor. In such a device, the security
monitor may provide a zeroization command to the proces-
sor in response to detecting a security incident involving the
enclosure. The processor may then zeroize its security
parameters in response to the zeroization command to
maintain the secrecy of the processor’s security parameters.

However, the connection between the security monitor
and the processor may be vulnerable. For example, the
connection between the security monitor and the processor
may become disconnected or otherwise corrupted such that
zeroize commands output by the security monitor either do
not reach the processor or are not recognizable by the
processor. As one example, an attacker may tamper with the
connection through an opening in the device enclosure, or
when the enclosure security is disabled, such as during
device maintenance. In other examples, the connection may
become disconnected or corrupted as a result of movement,
wear and tear, and the like. When the connection discon-
nected or corrupted as described above, the processor will
fail to zeroize its security parameters when the security
monitor detects a security incident, which may increase the
vulnerability of information on the computing device.

To address these issues, examples disclosed herein may
zeroize a security parameter stored on a processor if the
processor does not receive a periodic idle signal from a
security monitor remote from the processor. In some
examples, the remote security monitor may periodically
provide an idle signal to the processor if the security monitor
detects no security incidents and provide a zeroize signal to
the processor when a security incident is detected. In such
examples, the processor may determine whether a received
signal is an idle signal from the security monitor and zeroize
a security parameter stored on the processor if a threshold
amount of time elapses without receiving an idle signal from
the security monitor.

In such examples, the processor may use the periodic idle
signal to confirm that the connection between the remote
security monitor and the processor is connected and not
corrupted. For example, if the remote security monitor and
the processor are disconnected, the idle signal output by the
security monitor will not reach the processor. Additionally,
if the connection is corrupted, a valid idle signal may not
reach the processor. In such examples, after a threshold
amount of time passes without receiving a valid idle signal,
the processor may determine that the remote security moni-
tor is disconnected or malfunctioning and may zeroize a
security parameter stored on the processor. In this manner,
examples disclosed herein may provide security for the
connection between a remote security monitor and the
processor and reduce the likelihood of security parameters
being left vulnerable by disconnection or corruption of a
connection between a processor and a remote security
monitor.

Referring now to the drawings, FIG. 1 is a block diagram
of an example computing device 100 to zeroize a security
parameter 117. As used herein, a “computing device” may
be a desktop or notebook computer, a tablet computer, a
computer networking device (e.g., a hardware security mod-
ule, etc.), a server, or any other device or equipment (e.g., an
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automated teller machine (ATM), etc.) including a proces-
sor. In some examples, computing device 100 may be any of
the devices noted above.

In the example of FIG. 1, computing device 100 includes
a processor 110. As used herein, a “processor” may be at
least one integrated circuit (IC), such as a semiconductor-
based microprocessor, including at least one of a central
processing unit (CPU), a graphics processing unit (GPU), a
field-programmable gate array (FPGA) configured to
retrieve and execute instructions stored on a machine-
readable storage medium, other electronic circuitry suitable
for the retrieval and execution of such instructions, or a
combination thereof. In the example of FIG. 1, processor
110 includes secure parameter storage 115. As used herein,
“storage” may be any type of memory or other electronic
circuitry for storing data in any suitable format. In some
examples, secure parameter storage 115 may store at least
one security parameter 117. As used herein, a “security
parameter” is information used by a computing device for at
least one of cryptography, an authentication functionality,
and any other security functionality of the computing
device.

In some examples, processor 110 also includes a machine-
readable storage medium 120 including instructions 122,
124, and 132. In some examples, storage medium 120 may
also include additional instructions. In other examples, the
functionality of any of instructions 122, 124, and 132
described below may be implemented in the form of elec-
tronic circuitry, in the form of executable instructions
encoded on a machine-readable storage medium, or a com-
bination thereof. As used herein, a “machine-readable stor-
age medium” may be any electronic, magnetic, optical, or
other physical storage device to contain or store information
such as executable instructions, data, and the like. For
example, any machine-readable storage medium described
herein may be any of Random Access Memory (RAM), flash
memory, a storage drive (e.g., a hard disk), a Compact Disc
Read Only Memory (CD-ROM), and the like, or a combi-
nation thereof. Further, any machine-readable storage
medium described herein may be non-transitory.

In the example of FIG. 1, computing device 100 further
includes a remote security monitor 140. In such examples,
monitor 140 may be disposed on or in computing device
100. In other examples, remote security monitor 140 may be
disposed outside of and/or separate from computing device
100. In such examples, computing device 100 and monitor
140 may form at least a portion of a computing system. As
used herein, a “security monitor” is an at least partially
electronic device to monitor for security incidents and to
indicate the detection of a security incident to a processor.
As used herein, a “security incident” is an event affecting or
otherwise related to a computing device or a component
thereof that may, alone or in combination with at least one
other event, increase the vulnerability of information stored
on the computing device. For example, a security incident
may be a change in a condition or configuration of a
computing device or receipt of any signal by the computing
device that may, alone or in combination with at least one
other change or signal, increase the vulnerability of infor-
mation stored on the computing device. Example security
incidents may include, for example, actual or attempted
physical tampering with, opening of, or probing of the
computing device, environmental (e.g., temperature) and/or
physical (e.g., movement, vibration, etc.) conditions of the
computing device being outside of acceptable ranges,
receipt of at least one signal that is part of an actual or
suspected attack on the computing device (e.g., is a forged
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signal, a replayed signal, etc.), and the like. Also, in some
examples, a security incident may be a change in a condition
outside of the computing device that may increase the
vulnerability of the computing device, such as a change in
a condition in a room containing the computing device. In
such examples, a remote security monitor of the computing
device may be disposed outside of and separate from an
enclosure of the computing device. In some examples, a
security monitor may monitor at least one physical condition
of the computing device and/or signals communicated to the
computing device. Additionally, the indication of the detec-
tion of a security incident may be a signal requesting that the
processor zeroize at least one security parameter stored on
the processor.

In some examples, remote security monitor 140 is remote
from processor 110. As used herein, a security monitor is
“remote” from a processor if the security monitor is dis-
posed outside of a package of the processor and is to
communicate with the processor via at least one external pin
of the processor and/or via a wireless communication inter-
face of the processor. In some examples, remote security
monitor 140 and processor 110 may be disposed on different
printed circuit boards (PCBs) within computing device 100.
In other examples, remote security monitor 140 may be
disposed on a chassis of computing device 100, and/or on
(e.g., inside or outside) an enclosure of computing device
100 in which processor 110 is disposed. Additionally, in
some examples, remote security monitor 140 may be dis-
posed outside of and separate from an enclosure or chassis
of computing device 100.

In the example of FIG. 1, remote security monitor 140
may monitor computing device 100 for security incidents.
For example, computing device 100 may include a container
(e.g., a case, rack, cage, etc.) in which processor 110 is
disposed, along with any other components of computing
device 100. In such examples, security monitor 140 may
monitor the physical security of the container for security
incidents including, for example, any actual or attempted
penetration or opening of the container. Security monitor
140 may also provide monitor signals 182 to processor 110
to inform processor 110 of whether security monitor 140 has
detected a security incident.

In some examples, security monitor 140 may have an idle
state and a zeroize state. As used herein, an “idle state” of a
security monitor is a state in which no security incident has
been detected (e.g., since the monitor was placed in the idle
state, reset, turned on, etc.) and the security monitor peri-
odically outputs an idle signal. In some examples, when
security monitor 140 is in the idle state, security monitor 140
may periodically provide an idle signal to processor 110 as
a monitor signal 182. In some examples, monitor 140 may
provide idle signals at a rate of between about 10 Hz and 100
kHz. In other examples, monitor 140 may provide idle
signals at a greater or lesser rate. Additionally, as used
herein, a “zeroize state” of a security monitor is a state
entered by the security monitor after detecting a security
incident and in which the security monitor does not output
any idle signal. In some examples, in response to detecting
a security incident, security monitor 140 may indicate the
detection of the security incident to processor 110 by pro-
viding a zeroize signal to processor 110 as monitor signal
182.

In the example of FIG. 1, instructions 122 may receive
monitor signal 182 from remote security monitor 140. In
some examples, processor 110 may include a communica-
tion interface to receive monitor signal 182 via at least one
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external pin of processor 110. In such examples, instructions
122 may receive monitor signal 182 via the communication
interface.

After instructions 122 receive monitor signal 182, signal
determination instructions 124 may determine if monitor
signal 182 is an idle signal from remote security monitor
140, a zeroize signal from remote security monitor 140, or
an invalid signal. In some examples, instructions 124 may
determine that monitor signal 182 is an idle single from
remote security monitor 140 if signal 182 includes informa-
tion identifying the signal as an idle signal from monitor
140. Similarly, instructions 124 may determine that monitor
signal 182 is a zeroize single from remote security monitor
140 if signal 182 includes information identifying the signal
as a zeroize signal from monitor 140.

In some examples, the information identifying signal 182
as an idle or a zeroize signal may be any form of information
that may be included in a signal 182. For example, instruc-
tions 124 may determine that signal 182 is an idle signal if
signal 182 includes a bit pattern identifying signal 182 as an
idle signal, and may determine that signal 182 is a zeroize
signal if signal 182 includes a bit pattern identifying signal
182 as a zeroize signal. In other examples, remote security
monitor 140 may periodically receive information from
processor 110 and selectively modify and return the infor-
mation in signal 182 as an idle or zeroize monitor signal 182.
Additionally, in some examples, security monitor 140 may
include information identifying itself in each monitor signal
182. In such examples, instructions 124 may determine from
information in signal 182 if signal 182 is an idle signal from
monitor 140 or a zeroize signal 182 from monitor 140.

In some examples, instructions 124 may determine that a
monitor signal 182 received by instructions 122 is an invalid
signal by determining that the received signal 182 is neither
an idle signal nor a zeroize signal from monitor 140. For
example, an attacker may replace monitor 140 with a false
monitor to pose as monitor 140. In such examples, instruc-
tions 124 may determine that a signal received from the false
monitor is an invalid signal when the signal does not contain
information correctly identifying the signal as an idle or
zeroize signal from remote security monitor 140. In other
examples, computing device 100 may include a plurality of
remote security monitors 140. In such examples, instructions
124 may determine that a monitor signal 182 received by
instructions 122 is an invalid signal by determining that the
received signal 182 is not an idle signal from any of the
security monitors 140 of computing device 100 or a zeroize
signal from any of the security monitors 140 of computing
device 100. In other examples, remote security monitor 140
may communicate valid signals other than an idle or a
zeroize signal. In such examples, instructions 124 may
determine that a received signal is invalid if it determines
that the received signal is not any type of valid signal of any
remote security monitor 140 of computing device 100.

Additionally, in the example of FIG. 1, instructions 132
may zeroize security parameter 117 in secure parameter
storage 115 if a threshold amount of time elapses without
receiving an idle signal from remote security monitor 140.
In some examples, instructions 132 may monitor an amount
of time elapsed since an idle signal was last received from
security monitor 140 and zeroize security parameter 117 if
instructions 132 determine that the threshold amount of time
has elapsed without receiving an idle signal from monitor
140.

In some examples, instructions 132 may track an amount
of time elapsed since instructions 122 last received an idle
signal from remote security monitor 140 as monitor signal
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182. For example, instructions 132 may reset a timer each
time instructions 122 receive the idle signal. In such
examples, the timer may be reset if instructions 124 deter-
mine that the signal received by instructions 122 is an idle
signal from monitor 140. In some examples, instructions 132
may monitor the timer to determine when a threshold
amount of time has been reached without receiving an idle
signal from monitor 140. In other examples, instructions 132
may determine when the threshold amount of time has been
reached in other ways. For example, instructions 132 may
compare a current time against the time at which the last idle
signal was received from monitor 140.

By receiving periodic idle signals from monitor 140,
processor 110 may determine both that it is connected to
monitor 140 and that monitor 140 has not detected a security
incident. For example, if monitor 140 is disabled or discon-
nected from processor 110, then instructions 122 may not
receive the periodic idle signal from monitor 140. In such
examples, by monitoring an amount of time elapsed without
receiving an idle signal from remote security monitor 140,
processor 110 may determine whether remote security moni-
tor 140, or a connection between monitor 140 and processor
110, has been compromised.

After determining that the threshold amount of time has
elapsed without receiving an idle signal from remote secu-
rity monitor 140, instructions 132 may zeroize at least
security parameter 117. As used herein, to “zeroize” infor-
mation is to at least one of erase and overwrite the infor-
mation at least once. In some examples, instructions 132
may zeroize security parameter 117 by overwriting each bit
of security parameter 117 at least once. For example,
instructions 132 may overwrite each bit of security param-
eter 117 with a first logic value (e.g., 0), then with a second
logic value (e.g., 1), and then overwrite the security param-
eters with a combination of logic 1’s and logic 0’s. In other
examples, instructions 132 may erase security parameter 117
and then take further action to prevent the recovery of the
erased parameter 117, such as overwriting the erased param-
eters at least once, as described above, to complete the
zeroization of the security parameters.

In some examples, instructions 132 may zeroize a plural-
ity of security parameters 117 stored in secure parameter
storage 115 in response to determining that the threshold
amount of time has elapsed since receiving an idle signal
from remote security monitor 140. Additionally, in some
examples, instructions 132 may zeroize all of secure param-
eter storage 115, or a portion thereof| in response to deter-
mining that the threshold amount of time has elapsed since
receiving an idle signal from remote security monitor 140.
In the example of FIG. 1, processor 110 may execute
instructions stored on storage medium 120 of processor 110.
For example, the instructions may be executed by at least a
CPU core module of processor 110 that may be separate
from storage medium 120 within processor 110. In other
examples, storage medium 120 may be disposed outside of
processor 110.

In examples described above, a processor may determine
that a remote security monitor has been disabled, or that a
connection between the processor and the monitor has been
disconnected or corrupted if a threshold amount of time
elapses without receiving an idle signal from a remote
security monitor. In such examples, the processor may
zeroize security parameters stored thereon if it determines
that the remote security monitor, or a connection between
the monitor and processor, has been compromised. In this
manner, examples described herein may protect security
parameters stored on a processor of a computing device even
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if a remote security monitor of the computing device is
removed, disconnected, or otherwise disabled. Such
examples may be able to protect security parameters stored
on a processor even when a remote security monitor is not
able to inform the processor of security incidents.

FIG. 2 is a block diagram of an example computing
device 200 to zeroize a security parameter 117 based on a
plurality 249 of remote security monitors 240. In the
example of FIG. 2, computing device 200 comprises pro-
cessor 110, which includes machine-readable storage
medium 120, as described above in relation to FIG. 1.
Processor 110 also includes secure parameter storage 115,
which may store at least one security parameter 117. In the
example of FIG. 2, computing device 200 also includes a
plurality 249 of remote security monitors 240, each of which
is remote from processor 110 and may provide monitor
signals 182 to processor 110, as described above in relation
to remote security monitor 140 of FIG. 1. In some examples,
monitors 240 may be disposed on or in computing device
200. In other examples, at least one of remote security
monitors 240 may be disposed outside of and/or separate
from computing device 200. In such examples, computing
device 200 and any external monitors 240 may form at least
a portion of a computing system. In some examples, com-
puting device 200 of FIG. 2 may perform any of the
functionalities described above in relation to FIG. 1.

In the example of FIG. 2, storage medium 120 includes
instructions 122, 124, and 132, as described above in rela-
tion to FIG. 1. Additionally, in some examples, storage
medium 200 may also include instructions 223, 226, 228,
234, and 236. In some examples, the functionality of any of
the instructions described in relation to storage medium 120
may be implemented in the form of electronic circuitry, in
the form of executable instructions encoded on a machine-
readable storage medium, or a combination thereof.

In the example of FIG. 2, computing device 200 includes
a plurality 249 of remote security monitors 240. While two
remote security monitors 240 are illustrated in FIG. 2, in
some examples, computing device 200 may include one
security monitor 240, or more than two security monitors
240. In some examples, each of remote security monitors
240 of FIG. 2 may perform the functionalities described
above in relation to remote security monitor 140 of FIG. 1.
For example, each of monitors 240 may provide idle and
zeroize signals to processor 110 as monitor signals 182. In
such examples, instructions 122 may receive monitor signals
182, as described above in relation to FIG. 1. In examples in
which computing device 200 includes one security monitor
240, for each monitor signal 182 received by instructions
122, instructions 124 may determine if the received monitor
signal 182 is an idle signal from the remote security monitor
240, a zeroize signal from the remote security monitor 240,
or an invalid signal, as described above in relation to FIG.
1.

In examples including a plurality of security monitors
240, instructions 124 may include signal identification
instructions 226. In such examples, for each monitor signal
182 received by instructions 122, instructions 226 may
determine if the received monitor signal 182 is an idle signal
from one of remote security monitors 240, a zeroize signal
from one of remote security monitors 240, or an invalid
signal, as described above in relation to FIG. 1. In such
examples, instructions 132 may zeroize at least one security
parameter 117 stored in secure parameter storage 115 if the
threshold amount of time elapses without receiving an idle
signal from one of remote security monitors 240. For
example, the elapse of the threshold amount of time without
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receiving an idle signal from one of security monitors 240
may indicate that the security monitor 240 has been dis-
abled, disconnected, or the like. In such examples, instruc-
tions 132 may track the amount of time between idle signals,
as described above in relation to FIG. 1, for each of security
monitors 240. In this manner, security parameters 117 may
be zeroized if even one of monitors 240 has been compro-
mised.

In the example of FIG. 2, instructions 234 may zeroize at
least one security parameter 117 stored on secure parameter
storage 115 in response to a determination of instructions
124 that a received monitor signal 182 is a zeroize signal
from one of remote security monitors 240. In examples in
which computing device 200 includes one remote security
monitor 240, instructions 234 may zeroize at least one
security parameter 117 in response to a determination of
instructions 124 that a received monitor signal 182 is a
zeroize signal from the remote security monitor 240. Addi-
tionally, in some examples, instructions 236 may zeroize at
least one security parameter 117 stored on secure parameter
storage 115 in response to a determination of instructions
124 that a received monitor signal 182 is an invalid signal.
In some examples, instructions 234 and/or instructions 236
may zeroize a plurality of security parameters 117 stored in
secure parameter storage 115. Additionally, in some
examples, instructions 234 and/or instructions 236 may
zeroize all of secure parameter storage 115, or a portion
thereof.

In the example of FIG. 2, each of remote security moni-
tors 240 may include unique idle information and unique
zeroize information. For example, a first remote security
monitor 240 may include idle information 241A and zeroize
information 242A, and a second remote security monitor
240 may include idle information 241B and zeroize infor-
mation 242B. In some examples, each security monitor 240
may include its unique idle information in its idle signals and
include its unique zeroize information in its zeroize signals.

In such examples, instructions 226 may utilize the unique
idle and zeroize information to identify idle and zeroize
signals of remote security monitors 240. In some examples,
instructions 226 may include unique information determi-
nation instructions 228. In such examples, for each monitor
signal 182 received by instructions 122, instructions 228
may determine if the monitor signal includes unique idle
information associated with one of remote security monitors
240, includes unique zeroize information associated with
one of remote security monitors 240, or is an invalid signal.
In some examples, instructions 228 may determine that a
monitor signal 182 is an invalid signal if it does not include
the unique idle or fault information of any of security
monitors 240. In other examples, instructions 228 may
determine that a monitor signal 182 is an invalid signal if it
does not include the unique idle or fault information of any
of security monitors 240, and is not any other type of valid
signal from a security monitor 240. As used herein, idle or
zeroize information of a security monitor of a computing
device may be “unique” if it is different from all other idle
information and zeroize information of the security monitors
of the computing device.

In examples described herein, by unique idle and zeroize
information, a processor may be able to distinguish the idle
and zeroize signals of different security monitors. In this
manner, a processor may be able to tell if a security monitor
is removed, even if it is replaced with another device that
outputs idle signals (e.g., by an attacker). In some examples
described herein, when the processor does not receive an
idle signal including the idle information of the removed
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monitor, the security parameters may be zeroized. Addition-
ally, in examples described herein, a processor of a com-
puting device may ignore a zeroize signal sent by an attacker
if it does not include the zeroize information of any of the
security monitors of the computing device. In this manner,
examples described herein may prevent denial of service
attacks in which an attacker attempts to zeroize the security
parameters of the processor to disrupt the operation of the
computing device.

Additionally, in the example of FIG. 2, monitor signals
182, or at least portions thereof, may be provided to pro-
cessor 110 in a format other than cleartext. For example,
monitor signals 182, or portions thereof, may be encoded
(e.g., compressed), encrypted, or the like, so that monitor
signals 182 may not be readily interpreted and/or forged by
a non-trusted party (e.g., an attacker). For example, monitor
signals 182 including unique idle and zeroize information
may be encrypted to protect the secrecy of the information.
In such examples, reformatting instructions 223 may refor-
mat at least a portion of each monitor signal 182 received by
instructions 122. For example, instructions 223 may refor-
mat at least a portion of each signal 182 from a format in
which the signal was received into a cleartext format. In
such examples, instructions 223 may reformat information
in any suitable manner.

For example, monitor signals 182, or portions thereof,
may be encrypted. In such examples, instructions 223 may
decrypt at least a portion of each of monitor signals 182
received by instructions 122. In other examples, monitor
signals 182, or portions thereof, may be compressed or
otherwise encoded. In such examples, instructions 223 may
decompress or otherwise decode at least a portion of each of
monitor signals 182 received by instructions 122. Addition-
ally, in some examples, instructions 124 may determine
whether received monitor signals 182 are idle, zeroize, or
invalid signals based on the monitor signals 182 as wholly
or partially reformatted by instructions 223. In such
examples, for each received monitor signal 182, instructions
124 may make the determinations described above after
instructions 223 wholly or partially reformat the signal.

FIG. 3 is a block diagram of an example computing
system 395 to zeroize a security parameter 117 based on
communications with a remote security monitor 340. In the
example of FIG. 3, computing system 395 includes a com-
puting device 300 and a remote security monitor 340.
Computing device 300 may include a processor 310 com-
prising a parameter manager 312 and secure parameter
storage 115, which may store at least one security parameter
117. In some examples, computing device 300 may include
an enclosure (e.g., a case or other container), and processor
310 may be disposed inside of the enclosure along with other
components of computing device 300. In the example of
FIG. 3, remote security monitor 340 may be disposed
outside of and separate from the enclosure. In other
examples, remote security monitor 340 may be disposed on
and/or inside the enclosure of computing device 300.

In the example of FIG. 3, parameter manager 312 may
include a communication interface 314, remote zeroization
state storage 368, and modules 316, 360, 361, 362, 364, and
366. In some examples, the functionality of modules 316,
360, 361, 362, 364, and 366 may each be implemented in the
form of executable instructions encoded on a machine-
readable storage medium, in the form of electronic circuitry,
or a combination thereof. In some examples, remote security
monitor 340 may be remote from processor 310, and may
include a communication interface 342, and modules 350,
352, 354, 356, 358, and 359. In some examples, the func-
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tionality of modules 350, 352, 354, 356, 358, and 359 may
each be implemented in the form of executable instructions
encoded on a machine-readable storage medium, in the form
of electronic circuitry, or a combination thereof. As used
herein, a “communication interface” is a device or module
that may be used for communication between computing
device components. In some examples, communication
interfaces 314 and 342 may communicate with each other by
sending signals over at least one physical element (e.g.,
wires, leads, traces, pins, etc.) connecting the interfaces. In
other examples, communication interfaces 314 and 342 may
be wireless interfaces that may communicate with each other
wirelessly. For example, interfaces 314 and 342 may com-
municate wirelessly in examples in which monitor 340 is
disposed outside of and separate from an enclosure of
computing device 300.

In some examples, signaling module 360 may periodi-
cally provide a manager signal 386 to remote security
monitor 340. For example, module 360 may provide man-
ager signals 386 at a rate of between about 10 Hz and 100
kHz. In other examples, module 360 may provide manager
signals 386 at a greater or lesser rate. In some examples,
module 360 may provide manager signals 386, with com-
munication interface 314, to communication interface 342 of
security monitor 340. In some examples, module 360 may
include manager information. In such examples, the man-
ager information may be, for example, a particular bit
pattern, or any other type of information. In some examples,
determination module 358 of monitor 340 may determine
the manager information from received manager signals
386.

In the example of FIG. 3, remote security monitor 340
includes an incident detection module 350. In some
examples, module 350 may monitor computing device 300
for security incidents, as described above in relation to FIG.
1. Monitor 340 may have idle and zeroize states, as
described in relation to FIG. 1. Additionally, monitor 340
may also include a signaling module 352. In some examples,
module 352 may receive manager signals 386 from param-
eter manager 312 via communication interface 342. In such
examples, in response to receiving a manager signal 386,
module 352 may provide a monitor signal 182 to parameter
manager 312 via communication interface 342.

In some examples, module 352 may include information
in signal 182 to identify the signal as either an idle signal or
a zeroize signal. For example, if module 350 has not
detected a security incident (i.e., is still in the idle state) then
module 352 may provide to parameter manager 312 a
monitor signal 182 including the received manager infor-
mation, without modification, to indicate an idle state to
parameter manager 312. In such examples, module 360 may
receive the monitor signal 182 including the unmodified
manager information, and determination module 316 of
parameter manager 312 may determine that signal 182 is an
idle signal indicating an idle state of monitor 340. Based on
the receipt of the idle signal, determination module 316 may
determine that monitor 340 is functioning, connected, and
has not detected a security incident. Parameter manager 312
may periodically provide manager signals 386 to monitor
340 while monitor 340 indicates that it is in the idle state.

In some examples, parameter manager 312 also includes
a time monitoring module 364 to track an amount of time
elapsed after outputting a manager signal 386 including the
manager information. In such examples, module 364 may
track the time using a timer, by comparing a current time to
a time at which signal 386 was sent, as described above in
relation to FIG. 1, or the like. In some examples, time
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monitoring module 364 may determine to zeroize param-
eters 117 if it determines that, after outputting manager
signal 386 including the manager information, a threshold
amount of time has elapsed without receiving a signal 182
including the unmodified manager information. In this man-
ner, module 364 may determine that a threshold amount of
time has elapsed without receiving an idle signal in response
to manager signal 386, and determine to zeroize parameters
117 in response. In response to any determination to zeroize
made by module 316, zeroization module 366 may zeroize
at least one security parameter 117 stored in secure param-
eter storage 115, as described above in relation to FIG. 1. In
other examples, in response to a determination to zeroize,
module 366 may zeroize all or at least a portion of parameter
storage 115.

In this manner, parameter manager 312 may continually
test the connection of processor 310 and monitor 340 and the
functioning of monitor 340. If monitor 340 is disconnected,
the connection is corrupted, or monitor 340 has been dis-
abled, then parameter manager 312 may not receive an idle
signal including the manager information as signal 182 in
response to manager signal 386. In such examples, param-
eter manager 312 may detect the problem and zeroize at least
one security parameter 117 to protect the parameters. In
some examples, module 360 may reduce the likely success
of replay attacks by including different manager information
in successive manager signals 386. In such examples, each
signal 386 may include different manager information, mod-
ule 360 may cycle through a set of manager information,
periodically change the manager information, or the like.

If module 350 detects a security incident (i.e., transitions
to the zeroize state) then modifying module 359 may modify
the manager information received in manager signal 386 to
request zeroization of at least one security parameter 117 of
parameter storage 115. In some examples, module 359 may
modify the manager information in a manner known to
parameter manager 312 to indicate a zeroization request.
After modifying the manager information, module 352 may
provide to parameter manager 312 a monitor signal 182
including the modified manager information to request
zeroization of at least one security parameter 117. In such
examples, module 360 may receive the monitor signal 182
including the modified manager information, and determi-
nation module 316 may determine that signal 182 is a
zeroization signal indicating that monitor 340 has detected a
security incident.

In such examples, module 360 may receive the monitor
signal 182 and determining module 316 may determine that
signal 182 includes the manager information modified to
request zeroization, and thus determine that the signal 182 is
a zeroize signal. In some examples, module 316 may deter-
mine to zeroize at least one security parameter 117 stored in
secure parameter storage 115 in response to receiving a
signal 182 including the first manager information modified
to request zeroization. In response to the determination to
zeroize, zeroization module 366 may zeroize at least one
security parameter 117 stored in secure parameter storage
115. In some examples, zeroization module 366 may zeroize
all or part of secure parameter storage 115 in response to the
determination to zeroize.

In some examples, determination module 316 may also
determine to zeroize security parameters 117 if module 316
determines that a received monitor signal 182 is an invalid
signal. For example, module 316 may determine that moni-
tor signal 182 is an invalid signal if it includes neither the
unmodified manager information provided in manager sig-
nal 386, nor the manager information modified to request
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zeroization. In response to a determination to zeroize made
by module 316, zeroization module 366 may zeroize at least
one security parameter 117, as described above. In some
examples, determination module 316 may also determine
that the invalid signal indicates that a connection between
processor 310 and remote security monitor 340 is unreliable
(e.g., loose, noisy, partially disconnected, etc.). For example,
a received signal 182 including asynchronous oscillations
between logic 1 and logic 0 may indicate a poor connection
between processor 310 and monitor 340. In such examples,
module 316 may determine that the invalid signal with
asynchronous oscillations indicates a poor connection. In
some examples, module 316 may determine to zeroize
security parameters 117 in response.

In addition, the manager information may be periodically
changed, so that a single 182 including an old version of the
unmodified or modified manager information may be con-
sidered invalid information. In this manner, examples dis-
closed herein may protect against a false security monitor
from successfully replaying previously valid monitor signals
182. For example, parameter manger 312 may provide to
monitor 340 a first manager signal 368 including first
manager information, and receive back from monitor 340 a
monitor signal 182 including the unmodified first manager
information indicating the idle state. In such examples,
parameter manger 312 may subsequently provide to monitor
340 a second manager signal 368 including second manager
information different than the first manager information. In
some examples, time monitoring module 364 may track the
time elapsed since outputting the second manager signal
368. If, after outputting the second manager signal, module
364 determines that the threshold amount of time has
elapsed without receiving a signal including the second
manager information, then determination module 316 may
determine to zeroize security parameters 117 of secure
parameter storage 115. In such examples, zeroization mod-
ule 366 may zeroize the parameters 117 in response to the
determination.

In the example of FIG. 3, parameter manager 312 may
include remote zeroization state storage 368. In some
examples, storage 368 may store a state value indicating
whether remote zeroization is enabled. In such examples,
zeroization in response to a monitor 340 remote from
processor 310 may be enabled if storage 368 stores a first
value, and may be disabled if storage 368 stores a second
value. In some examples, if the state value indicates that
remote zeroization is disabled, zeroization module 366 may
prevent the zeroization of any security parameters 117 stored
in secure parameter storage 115 in response to any signal
received from outside of processor 310. Also, in some
examples, if the state value indicates that remote zeroization
is disabled, zeroization module 366 may prevent the zeroiza-
tion of any security parameters 117 stored in secure param-
eter storage 115 in accordance with a failure to receive a
signal from outside of the processor, if the state value
indicates that remote zeroization is disabled. In such
examples, zeroization module 366 may ignore any zeroiza-
tion determination made by determination module 316 if the
state value stored in storage 368 indicates that remote
zeroization is disabled. In such examples, zeroization mod-
ule 366 may zeroize security parameters 117 in response to
a determination of module 316 if the state value stored in
storage 368 indicates that remote zeroization is enabled.

In some examples, signaling module 360 of parameter
manager 312 may include an encryption module 361 and a
decryption module 362, and signaling module 352 of moni-
tor 340 may include an encryption module 354 and a
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decryption module 356. In such examples, encryption mod-
ule 361 may encrypt manager information included in
manager signal 386 by signaling module 360. In some
examples, signaling module 352 may receive the manager
signal 368 including the encrypted manager information,
and decryption module 356 may decrypt all or a portion
(e.g., the first manager information) of the received manager
signal 386. The first manager information may then be
determined from the decrypted signal 386. In some
examples, determination module 358 may determine man-
ager information from manager signals 386.

If no security incident is detected, then module 352 may
provide parameter manager 312 with a monitor signal 182
including the unmodified manager information, as described
above. In such examples, encryption module 354 may
encrypt at least the first manager information to be included
in monitor signal 182. In other examples, the entire monitor
signal 182, including the first manager information, may be
encrypted by module 354 before being provided to param-
eter manager 312.

In other examples, if module 350 has detected a security
incident, then module 352 may provide parameter manager
312 with a monitor signal 182 including modified manager
information, as described above. In such examples, encryp-
tion module 354 may encrypt at least the modified first
manager information to be included in monitor signal 182.
In other examples, the entire monitor signal 182, including
the modified manager information, may be encrypted by
module 354 before being provided to parameter manager
312. In some examples, encryption modules 361 and 354
may encrypt information in the same way. In other
examples, encryption modules 361 and 354 may encrypt
information differently. For example, modules 361 and 354
may use different keys in the same encryption process, or
may use different encryption processes.

Signaling module 360 may receive monitor signal 182
including the encrypted modified or unmodified manager
information. In some examples, decryption module 362 may
decrypt at least a portion of the received monitor signal 182
(e.g., at least a portion potentially including manager infor-
mation). After decrypting at least a portion of the received
signal 182, determination module may determine whether
the decrypted signal 182 includes the unmodified manager
information or modified manager information.

By encrypting at least the manager information portion of
manager signals 386 and monitor signals 182, examples
described herein may protect the secrecy of the manager
information, as well as the manner in which manager
information may be modified to indicate a zeroize state, for
example. In this manner, examples described herein may
make it difficult to forge manager and monitor signals. In
some examples, the encryption and decryption functional-
ities of signaling modules 360 and 352 may be utilized in
combination with any other functionalities described herein
in relation to FIG. 3.

In some examples, communication interface 314 of
parameter manager 312 may be a wireless communication
interface, and communication interface 342 of remote secu-
rity monitor 340 may be a wireless communication inter-
face. In such examples, the wireless communication inter-
face 314 may provide manager signals 386 to
communication interface 342 of monitor 340 wirelessly, and
receive monitor signals 182 from monitor 340 wirelessly. In
such examples, wireless communication interface 342 may
receive manager signals 386 wirelessly from parameter
manager 312 and may provide monitor signals 182 to
parameter manager 312 wirelessly.
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Additionally, computing device 300 may include a plu-
rality of remote security monitors 340, and parameter man-
ager 312 may interact with each as described above in
relation to monitor 340. In some examples, monitor 340 may
also monitor the time elapsed between receiving manager
signals 386 from processor 310. In such examples, if a
threshold amount of time elapses without receiving a man-
ager signal 386, monitor 340 may determine that processor
310 or a connection with processor 310 has been compro-
mised. In some examples, monitor 340 may disable itself
(e.g., zeroize its memory) so that an attacker may not use
monitor 340 to attack another computing device. Also, in
some examples, any of the functionalities described above in
relation to FIG. 3 may be used in combination with any of
the functionalities described above in relation to FIGS. 1 and
2 and/or below in relation to FIGS. 4 and 5.

FIG. 4 is a flowchart of an example method 400 for
communicating a security signal with a remote security
monitor. Although execution of method 400 is described
below with reference to remote security monitor 340 of FIG.
3, other suitable components for execution of method 400
can be utilized (e.g., remote security monitor 140 or 240).
Additionally, method 400 may be implemented in the form
of executable instructions encoded on a machine-readable
storage medium, in the form of electronic circuitry, or a
combination thereof.

At 405 of method 400, remote security monitor 340 may
perform monitoring to detect security incidents, as described
above in relation to FIG. 1. For example, monitor 304 may
monitor computing device 300 or at least one condition
affecting computing device 300 to detect security incidents.
At 410, security monitor 340 may receive, from a processor
310 of the computing device, a manager signal including
manager information. In such examples, security monitor
340 is remote from processor 310.

After receiving the manager signal, remote security man-
ager 340 may determine, at 415 of method 400, whether a
security incident has been detected. If no security incident is
detected, method 400 may proceed to 430, where security
monitor 340 may modify the manager information included
in the manager signal to indicate an idle state of monitor 340.
After modifying the manager information to indicate the idle
state, monitor 340 may, at 435 of method 400, provide to
processor 310 a monitor signal including the manager infor-
mation modified to indicate the idle state.

If it is determined at 415 that a security incident is
detected, method 400 may proceed to 420, where security
monitor 340 may modify the manager information included
in the manager signal to indicate a zeroize state of monitor
340 and/or request zeroization of at least one security
parameter of secure parameter storage of processor 310.
After modifying the manager information to request zeroiza-
tion, monitor 340 may provide to processor 310 a monitor
signal including the manager information modified to
request zeroization to cause processor 310 to zeroize the
security parameters stored in processor 310. In such
examples, by providing the modified manager information
to the processor, the manager signal including the modified
manager information may cause the processor to zeroize at
least one security parameter 117 of parameter storage 115 if
a security incident is detected. By modifying manager
information both to indicate the idle state and to request
zeroization, a processor in examples described herein may
determine that a previously valid idle signal is invalid if
replayed layer. In this manner, embodiments described
herein may be less vulnerable to an attack in which a
previously valid idle signal is replayed to the processor.
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FIG. 5 is a flowchart of an example method 500 for
communicating a security signal based on the detection of a
security incident. Although execution of method 500 is
described below with reference to remote security monitor
340 of FIG. 3, other suitable components for execution of
method 500 can be utilized (e.g., remote security monitor
140 or 240). Additionally, method 500 may be implemented
in the form of executable instructions encoded on a
machine-readable storage medium, in the form of electronic
circuitry, or a combination thereof.

At 505 of method 500, remote security monitor 340 may
perform monitoring to detect security incidents, as described
above in relation to FIG. 1. At 510, security monitor 340
may receive, from a processor 310 of the computing device,
a first manager signal including first manager information.
In such examples, security monitor 340 is remote from
processor 310.

After receiving the first manager signal, remote security
manager 340 may determine, at 515 of method 500, whether
a security incident has been detected. If it is determined at
515 that a security incident is detected, method 500 may
proceed to 520, where security monitor 340 may modity the
first manager information included in the first manager
signal to indicate a zeroize state of monitor 340 and/or
request zeroization of at least one security parameter of
secure parameter storage of processor 310. In some
examples, computing device 300 may include a plurality of
remote security monitors 340, and each may modify man-
ager information in a different manner to indicate its identity.
For example, each monitor 340 may flip a different bit of the
manager information. Additionally, any of the remote secu-
rity monitors of the examples described above in relation to
FIGS. 1-4 may modify manager information to indicate
monitor identity.

After modifying the first manager information, monitor
340 may, at 525 of method 500, provide to processor 310 a
first monitor signal including the first manager information
modified to request zeroization to cause processor 310 to
zeroize the security parameters stored in processor 310. In
such examples, by providing the first modified manager
information to the processor, the first manager signal includ-
ing the modified first manager information may cause the
processor to zeroize at least one security parameter 117 of
parameter storage 115 if a security incident is detected. In
examples disclosed herein, a processor receiving monitor
signals may determine from the modifications to the man-
ager information both the identity of the sending monitor
and whether the monitor has detected a security incident.

Alternatively, if no security incident is detected at 515,
method 500 may proceed to 530, where security monitor 340
may modify the first manager information included in the
first manager signal to indicate an idle state of monitor 340
and to indicate an identity of the remote security monitor
340. After modifying the first manager information to indi-
cate the idle state and the identity of monitor 340, monitor
340 may, at 535 of method 500, provide to processor 310 a
first monitor signal including the first manager information
modified to indicate the idle state and the identity of monitor
340.

After providing the first manager information modified to
indicate the idle state to processor 310, method 500 may
proceed to 505 to again perform monitoring to detect
security incidents. At 510, security monitor 340 may
receive, from processor 310, a second manager signal
including second manager information.

After receiving the second manager signal, remote secu-
rity manager 340 may determine, at 515 of method 500,
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whether a security incident has been detected. If it is
determined at 515 that a security incident is detected,
method 500 may proceed to 520, where security monitor 340
may modify the second manager information included in the
second manager signal to indicate a zeroize state of monitor
340 and/or request zeroization of at least one security
parameter of secure parameter storage of processor 310.

After modifying the second manager information, moni-
tor 340 may, at 525 of method 500, provide to processor 310
a second monitor signal including the second manager
information modified to request zeroization to cause pro-
cessor 310 to zeroize the security parameters stored in
processor 310. In such examples, by providing the second
modified manager information to the processor, the second
manager signal including the modified second manager
information may cause the processor to zeroize at least one
security parameter 117 of parameter storage 115 if a security
incident is detected.

Alternatively, if no security incident is detected at 515,
method 500 may proceed to 530, where security monitor 340
may modify the second manager information included in the
second manager signal to indicate an idle state of monitor
340 and to indicate an identity of the remote security
monitor 340. After modifying the second manager informa-
tion to indicate the idle state and the identity of monitor 340,
monitor 340 may, at 535 of method 500, provide to proces-
sor 310 a second monitor signal including the second
manager information modified to indicate the idle state and
the identity of monitor 340. After providing the second
monitor signal indicating the idle state, method 500 may
return to 505.

What is claimed is:

1. A non-transitory machine-readable storage medium
encoded with instructions executable by a processor, the
storage medium comprising:

instructions to provide a manager signal including man-

ager information to a remote security monitor;
instructions to receive a monitor signal;

signal determination instructions to determine if the moni-

tor signal is (i) an idle signal from the remote security
monitor, the idle signal including an unmodified ver-
sion of the manager information, or (ii) a zeroize signal
from the remote security monitor, the zeroize signal
including a modified version of the manager informa-
tion, wherein the remote security monitor is remote
from the processor; and

instructions to zeroize a security parameter stored in

secure parameter storage if a threshold amount of time
elapses without receiving the idle signal from the
remote security monitor.

2. The non-transitory machine-readable storage medium
of claim 1, further comprising:

instructions to zeroize the security parameter in response

to a determination that the monitor signal is the zeroize
signal; or

instructions to zeroize the security parameter in response

to a determination that the monitor signal is an invalid
signal.

3. The non-transitory machine-readable storage medium
of claim 2, wherein the remote security monitor is one of a
plurality of remote security monitors, wherein:

each remote security monitor of the plurality of remote

security monitors is remote from the processor;

the signal determination instructions comprise:

signal identification instructions to determine if the
monitor signal is the idle signal from one of the
plurality of remote security monitors, the zeroize
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signal from one of the plurality of remote security
monitors, or the invalid signal; and
the instructions to zeroize the security parameter com-
prise:
instructions to zeroize the security parameter if the
threshold amount of time elapses without receiving
the idle signal from one of the plurality of remote
security monitors.
4. The non-transitory machine-readable storage medium
of claim 3, wherein:
each remote security monitor of the plurality of remote
security monitors is associated with unique idle infor-
mation and unique zeroize information; and
the signal identification instructions comprise:
unique information determination instructions to deter-
mine if the monitor signal includes the unique idle
information associated with one of the plurality of
remote security monitors, includes the unique
zeroize information associated with one of the plu-
rality of remote security monitors, or is the invalid
signal.
5. The non-transitory machine-readable storage medium
of claim 4, further comprising:
instructions to reformat at least a portion of the monitor
signal, wherein the signal identification instructions are
to determine, from the reformatted monitor signal, if
the monitor signal is the idle signal from one of the
plurality of remote security monitors, the zeroize signal
from one of the plurality of remote security monitors,
or the invalid signal.
6. A computing system, comprising:
a processor of a computing device, the processor includ-
ing:
secure parameter storage to store at least one security
parameter; and
a parameter manager to output a first manager signal
including first manager information; and
a remote security monitor, remote from the processor, to:
detect a security incident;
receive the first manager signal from the parameter
manager;
provide, to the parameter manager, a first monitor
signal including the first manager information to
indicate an idle state, if no security incident is
detected;
wherein the parameter manager is further to:
zeroize the at least one security parameter of the secure
parameter storage if, after outputting the first man-
ager signal, a threshold amount of time elapses
without receiving a signal including the first manager
information.
7. The computing system of claim 6, wherein:
the remote security monitor is further to:
modify the first manager information of the first man-
ager signal to request zeroization of the at least one
security parameter if a security incident is detected;
and
provide, to the parameter manager, a second monitor
signal including the modified first manager informa-
tion; and
the parameter manager is further to:
zeroize the at least one security parameter of the secure
parameter storage in response to receiving a signal
including the modified first manager information.
8. The computing system of claim 7, wherein the proces-
sor comprises:
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remote zeroization state storage to store a state value
indicating whether remote zeroization is enabled;
wherein the parameter manager is further to:
prevent the zeroization of any security parameters
stored in the secure parameter storage in response to
any signal received from outside of the processor, if
the state value indicates that remote zeroization is
disabled; or
prevent the zeroization of any security parameters
stored in the secure parameter storage in accordance
with a failure to receive a signal from outside of the
processor, if the state value indicates that remote
zeroization is disabled.
9. The computing system of claim 7, wherein the param-
eter manager is further to:
output a second manager signal including second manager
information different than the first manager informa-
tion;
zeroize the at least one security parameter of the secure
parameter storage if, after outputting the second man-
ager signal, the threshold amount of time elapses with-
out receiving a signal including the second manager
information;
determine that a received signal is an invalid signal; and
determine that the invalid signal indicates that a connec-
tion between the processor and the remote security
monitor is unreliable.
10. The computing system of claim 7, wherein:
the parameter manager is further to:
encrypt at least the first manager information included
in the first manager signal;
decrypt at least a portion of a signal received by the
parameter manager; and
determine whether the decrypted signal includes the
first manager information; and
the remote security monitor is further to:
decrypt at least a portion of the first manager signal,
wherein the first manager information is at least part
of the decrypted first manager signal; and
encrypt at least the first manager information included
in the first monitor signal; and
encrypt at least the modified first manager information
included in the second manager signal.
11. The computing system of claim 10, wherein:
the parameter manager is to encrypt information differ-
ently than the remote security monitor;
the processor is disposed in an enclosure of the computing
device; and
the remote security monitor is disposed outside of and
separate from the enclosure.
12. The computing system of claim 6, wherein:
the parameter manager is to output the first manger signal
via a first wireless communication interface; and
the remote security monitor is to:
receive the first manager signal via a second wireless
communication interface; and
provide the first monitor signal to the parameter man-
ager via the second wireless communication inter-
face.
13. A method, comprising:
monitoring, with a remote security monitor, to detect a
security incident;
receiving, with the security monitor, a first manager signal
including first manager information from a processor,
wherein the security monitor is remote from the pro-
cessor;
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modifying the first manager information with the security
monitor to indicate an idle state, if no security incident
is detected;

modifying the first manager information with the security
monitor to request zeroization of at least one security
parameter stored in secure parameter storage of the
processor, if a security incident is detected; and

providing a first monitor signal including the modified
first manager information from the remote security
monitor to the processor to cause the processor to
zeroize the at least one security parameter if a security
incident is detected.

14. The method of claim 13, wherein:

modifying the first manager information to indicate the
idle state comprises modifying the first manager infor-
mation, with the remote security monitor, to indicate
the idle state and to indicate an identity of the remote
security monitor; and

modifying the first manager information to request
zeroization comprises modifying the first manager
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information, with the remote security monitor, to
request zeroization and to indicate the identity of the
remote security monitor.

15. The method of claim 13, further comprising:

receiving, with the remote security monitor, a second
manager signal from the processor, after providing the
first monitor signal including the modified first man-
ager information indicating the idle state;

modifying second manager information included in the
second manager signal, with the remote security moni-
tor, to indicate the idle state, if no security incident is
detected;

modifying the second manager information, with the
remote security monitor, to request zeroization, if a
security incident is detected; and

providing a second monitor signal including the modified
second manager information from the remote security
monitor to the parameter manager.

#* #* #* #* #*



